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Regulatory notes and statements

Wireless LAN, Health and Authorization for use

Radio frequency electromagnetic energy is emitted from Wireless LAN devices.
The energy levels of these emissions however are far much less than the
electromagnetic energy emissions from wireless devices like for example mobile
phones. Wireless LAN devices are safe for use frequency safety standards and
recommendations. The use of Wireless LAN devices may be restricted in some
situations or environments for example:

-On board of airplanes, or

-In an explosive environment, or

-In case the interference risk to other devices or services is perceived or identified
as harmful

In case the policy regarding the use of Wireless LAN devices in specific
organizations or environments (e.g. airports, hospitals, chemical/oil/gas industrial
plants, private buildings etc.) is not clear, please ask for authorization to use these
devices prior to operating the equipment.

Regulatory Information/disclaimers

Installation and use of this Wireless LAN device must be in strict accordance with
the instructions included in the user documentation provided with the product. Any
changes or modifications made to this device that are not expressly approved by the
manufacturer may void the user’s authority to operate the equipment. The
Manufacturer is not responsible for any radio or television interference caused by
unauthorized modification of this device, of the substitution or attachment.
Manufacturer and its authorized resellers or distributors will assume no liability for
any damage or violation of government regulations arising from failing to comply
with these guidelines.

Federal Communication Commission Interference Statement

This equipment has been tested and found to comply with the limits for a
Class B digital device, pursuant to Part 15 of the FCC Rules. These limits
are designed to provide reasonable protection against harmful interference
In a residential installation. This equipment generates, uses and can radiate
radio frequency energy and, if not installed and used in accordance with the
instructions, may cause harmful interference to radio communications.
However, there is no guarantee that interference will not occur in a
particular installation. If this equipment does cause harmful interference to
radio or television reception, which can be determined by turning the




equipment off and on, the user is encouraged to try to correct the
interference by one of the following measures:

- Reorient or relocate the receiving antenna.

- Increase the separation between the equipment and receiver.

- Connect the equipment into an outlet on a circuit different from that
to which the receiver is connected.

- Consult the dealer or an experienced radio/TV technician for help.

FCC Caution: Any changes or modifications not expressly approved by the
party responsible for compliance could void the user's authority to operate
this equipment.

This device complies with Part 15 of the FCC Rules. Operation is subject to
the following two conditions: (1) This device may not cause harmful
interference, and (2) this device must accept any interference received,

including interference that may cause undesired operation.
IMPORTANT NOTE:
FCC Radiation Exposure Statement:

This equipment complies with FCC radiation exposure limits set forth for an
uncontrolled environment. This equipment should be installed and operated
with minimum distance 20cm between the radiator & your body.

We declare that the product is limited in CH1~CH11 by specified firmware
controlled in the USA.

This transmitter must not be co-located or operating in conjunction with any
other antenna or transmitter.

FEC¢
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ABOUT THIS GUIDE

Congratulations on your purchase of this IEEE 802.11g Wireless Broadband Router.
This integrated access device combines Internet gateway functions with wireless
LAN and Fast Ethernet switch. It provides a complete solution for Internet surfing
and office resources sharing, and it is easy to configure and operate for every users.

Purpose
This manual discusses how to install the IEEE 802.11g Wireless Broadband Router.

Overview of this User’'s Guide

Introduction. Describes the Wireless Broadband Router and its features.

Unpacking and Setup. Helps you get started with the basic installation of the
Wireless Router.

Identifying External Components. Describes the front panel, rear panel and LED
indicators of the Wireless Router.

Connecting the Router. Tells how you can connect the Wireless Router to your
xDSL/Cable Modem.

Technical Specifications. Lists the technical (general, physical and environmental,
performance and Routers settings) specifications of the Wireless Broadband Router.

Note: Always run the CD and follow the steps in the Quick Installation Guide first
to setup your router. If you still have problems after doing so then proceed to the
following paragraphs to install the router with web-based configuration.




INTRODUCTION

With the explosive growth of the Internet, accessing information and services at
any time, day or night has become a standard requirement for most people. The era
of the standalone PC is waning. Networking technology is moving out of the
exclusive domain of corporations and into homes with at least two computers.

This integrated access device combines Internet gateway functions with wireless
LAN and Fast Ethernet switch. Designed for the business and home, it saves you
the cost of installing a separate modem and ISP line for each computer, while
providing ready connection for the users, with or without the network wires.

Broadband network access is also gaining ground. However, allowing more than
two computers to access the Internet at the same time means less affordable, higher
costs. Thus, there is a need to share one legal IP address over a single Internet
connection to link the home with the Internet.

The scarcity of IP addresses and using a shared Internet connection through an
Internet sharing device can solve high network access costs. All linked computers
can make full use of broadband capabilities over such a device.

This device not only comes equipped with a wide range of features, but also can be
installed and configured right out of the box. This device supports a simple local
area network and Internet access share, offering great cost savings.

The local area network connects up home computers while also allowing any of the
computers to access the Internet, share resources, or play online games—the basis
of the family computing lifestyle.

Applications:

Broadband Internet access:

Several computers can share one high-speed broadband connection through
wireless or wired (WLAN, LAN and WAN-Internet).

Resource sharing:

Share resources such as printers, scanners and other peripherals.

File sharing:

Exchange data, messages, and distribute files thus making good use of hard disk
space.

Online gaming:

Through the local area network, online gaming and e-commerce services can be
easily setup.

Firewall:

A Dbuilt-in firewall function — for security and anti-hack system.
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Features:

Wi-Fi Compliant with IEEE 802.11g and 802.11b Devices

Built-in 4 x 10/100Mbps Auto-MDIX LAN Ports

Built-in 1 x 10/100Mbps Auto-MDIX WAN Port (Internet)

Supports Cable/DSL Modems with Dynamic IP, Static IP, PPPoE, or PPTP
Connection Types

DHCP Server Feature Allocates up to 253 Client IP Addresses

Supports 64/128-bit Wired Equivalent Privacy (WEP)

Supports WPA, WPA-PSK, TKIP/AES and 802.1X for Advance Security

Supports MAC Address, Protocol Filters and UPnP (Universal Plug & Play)

Traffic Control with Virtual Server, Virtual PC mapping and DMZ

Provides Additional Security with SPI / NAT firewall and Attack Alert via
emails

Provides Additional Security of Enable/Disable SSID, Password Protection

Supports Static and Dynamic Routing

Flash Memory for Firmware Upgrade, Save/Restore Settings, and Traffic
Log

Compliant with Windows 95/98/NT/2000/XP, Linux and Mac OS

Easy Management via Web Browser (HTTP) and Remote Management

Range for Indoor of 30 ~ 50 meters (depends on the environment)

Range for Outdoor of 50 ~ 200 meters (depends on the environment)




UNPACKING AND SETUP

This chapter provides unpacking and setup information for the Wireless Broadband
Router.

Unpacking

Open the box of the Wireless Broadband Router and carefully unpack it. The box
should contain the following items:

* 6 o o
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TEW-432BRP Wireless Router
Multi-Language Quick Installation Guide
Easy-Go Installation CD

5V 2.5A External Power Adapter

RJ-45 Cable

If any item is found missing or damaged, please contact your local reseller for
replacement.

Setup

The setup of the Wireless Broadband Router can be performed properly using the
following methods:

*
*

The power outlet should be within 1.82 meters (6 feet) of the Broadband Router.

Visually inspect the DC power jack and make sure that it is fully secured to the
power adapter.

Make sure that there is proper heat dissipation from and adequate ventilation
around the Broadband Router. Do not place heavy objects on the Broadband
Router.

Fix the direction of the antennas. Try to place the Wireless Router in a position
that can best cover your wireless network. Normally, the higher you place the
antenna, the better the performance will be. The antenna’s position enhances the
receiving sensitivity.




HARDWARE INSTALLATION

Front Panel

The figure below shows the front panel of the Wireless Broadband Router.
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TEW-432BRP Front Panel

POWER
This indicator lights green when the hub is receives power, otherwise it is off.

SYSTEM

This indicator blinks green means the Internet Broadband Router is working
successful. Otherwise, this indicator always on or off means the function of the
Internet Broadband Router is fail.

WAN (Link/ACT)
The indicators light green when the WAN port was connected to an xDSL/Cable
modem successfully.

The indicators blink green while the WAN port was transmitting or receiving data
on the xDSL/Cable modem.

WLAN (ACT)

This indicator lights green when there are wireless devices connected and
transmitting data to the Wireless Router.

LAN (Link/ACT)

These indicators light green when the LAN ports were connected successfully.
These indicators blink green while the LAN ports were transmitting data.




Rear Panel
The figure below shows the rear panel of the Wireless Broadband Router.

TEW-432BRP Rear Panel

Antenna

There are one 2 dBi Gain Antenna in the rear panel for wireless connection.

LAN (1-4)

Four RJ-45 10/100Mbps Auto-MDIX ports for connecting to either 10Mbps or
100Mbps Ethernet connections.

WAN

In the four port broadband router, there is an RJ-45 10/100Mbps Auto-MDIX port
for the WAN that will fit the xXDSL/Cable modem’s specification need.

DC IN

Plug the power adapter to this power jack

RESET

Use a pin-shape item to push to reset this device to factory default settings. It will
be useful too when the manager forgot the password to login, but the setting will be
back to default setting.




Hardware connections
Connect the Router using LAN

1. Plug in one end of the network cable to the WAN port of the Wireless Internet
Broadband Router.

2. Plug in the other end of the network cable to the Ethernet port of the xDSL or
Cable modem.

3. Use another network cable to connect to the Ethernet card on the computer
system; the other end of the cable connects to the LAN port of the Internet
Broadband Router. Since the Wireless Broadband Router has four ports, you can
connect up to four computers directly to the unit. There you do not have to buy a
switch to connect these computers since one Internet Broadband Router
functions both as a connection-sharing unit and as a switch.

Connect the Router using Wireless LAN

Wireless Firewall Router

7 = 54Mbps 802.11g
- )
@ ETfL
- (TEW-432BRP)

Naolebook wilth
Wiraless PC Card
(TEW421PC)

:

L
- L]
M \
LA L
Workstation with

Wireless USB 2.0 Adapler
(TEW-424LUB)

Workstalion with
Wireless PCI Adaplar
(TEW-423PI}

Internet

Cable/DSL Modem

1. Plug in one end of the RJ45 network cable to the xDSL/Cable Modem.

2. Plug in the other end of the RJ45 network cable to the Wireless Internet
Broadband Router WAN port.




Check the installation

The control LEDs of the Wireless Internet Broadband Router are clearly visible and
the status of the network link can be seen instantly:

1. With the power source on, once the device is connected to the broadband modem,
the Power, CPU, LAN, WLAN and WAN port link LEDs of the Internet
Broadband Router will light up indicating a normal status.

2. While the WAN is link up to the ADSL/Cable modem, the WAN port’s
Link/ACT LED will light up.

3. While the LAN is link up to the computer system, the LAN port’s Link/ACT
LED will light up.




PC NETWORK TCP/IP SETTING

The network TCP/IP settings differ based on the computer’s operating system
(Win95/98/ME/NT/2000/XP) and are as follows.

Windows 95/98/ME

1. Click on the “Network neighborhood” icon found on the desktop.

2. Click the right mouse button and a context menu will be show.

3. Select “Properties” to enter the TCP/IP setting screen.

4. Select “Obtain an IP address automatically” on the “IP address” field.

TCP/IP Properties Kl

Bindings | Advanced | NetBlos |
DMS Configuration I Gateway I /NS Configuration  IF Address

An IF address can be automatically azsigned to this computer.
|f pour nebwork does not automatically azsign IF addreszes, ask
wour netwark. administrator for an address, and then tupe it in
the space below.

& htain an |P address automaticalls

" Specify an IP address:

|F &ddiess: |]U_ § e e e | |

Subretbiesk. 255255255000 |

’TI Cancel |
5. Select “Disable DNS” in the “DNS” field.

TCP/IP Properties Ed

Bindings | Advanced | NetBlDs |
DS Configuration | Gateway I WINS Conhiguration I IP Address

1 Enable DNS

st I:,:,:_ B I—

[ & Benvern Search Hrder

168.95.1921
203 B6.93.251

Wamait Stz eanctdder

I ol

Femete

(1]4 I Cancel




6. Select “None” for the “Gateway address” field.
TCP/P Properties EiE3

Bindings | Advanced | MelBI0s |
DNS Configuration  Bateway IWINS Configuration I IP Address

The first gateway in the Installed Gateway list will be the default
The address order in the list will be the order in which these
machines are used.

MHew gateway:

| s |

Installed gateways:

Hemave l

0K, I Cancel

Windows 2000

Double click on the “My computer” icon on the desktop. When “My computer”
window opens, open the “Control panel” and then open the “Network dialup
connection” applet. Double click on the “Local area network connection” icon.
Select “Properties” to enter the TCP/IP setting window.

1. In the “Local area network status” window, click on “Properties.”

2. In the “Local area network connection” window, first select TCP/IP setting
and then select “Properties.”

3. Set both “IP address” and “DNS” to Automatic configuration.

| 5 St s S — alliE)

it = = - 5| Qe ey ey A X ooy T

P

L =]
o o v
Mebwark and Dial- e ®
up Connections
T 2l
] | o s L I
Caove s | (T ITET——— s
T arectuy e |
i
i L e P S ——
e 0 iy e o e 0 R rar, A b
% mETreEr ¥ anng
A
Comgurmnin &
_——— B i iy e
SR [ ———
T |
= T ltmn ¥
Frogs 1
hies I
= . Demate =
e T O D0 s gy acbtr ol
P - [ Y p————
wwas s r—
!
I S —— 4
[ra——
l = | L |
s
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Windows XP

Point the cursor and click the right button on the “My Network Place” icon.
Select “properties” to enter the TCP/IP setting window.

1. Set “IP address” t0o “Obtain an IP address automatically.”

2. Set “DNS” to “Obtain DNS server address automatically.”

Internet Protocol (TCP/IP) Properties @@

General | Alemate Configuration

Yiou cat get IP settings assigned automatically if your network supparts
thiz capability. Othemnwize, you need to ask your network administrator far
the appropriate P settings.

(%) Obtain an IP address automatically
() Usze the fallowing P address:

(& Ubtain ON5 server address automaticall

() Usze the following DMS zerver addresses:

[ ok _H Cancel ]
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WIRELESS BROADBAND ROUTER CONFIGURATION

First make sure that the network connections are functioning normally.

This Wireless Broadband Router can be configured using Internet Explorer 4.0 or
newer web browser versions.

Login to the Wireless Broadband Router through WLAN

Before configuring the Wireless Broadband Router through WLAN, make sure that
the SSID, Channel and the WEP is set properly.

The default setting of the Wireless Broadband Router that you will use:
SSID: default

Channel: 6

Security: disable

Login to the Wireless Broadband Router through LAN

Before you configure this device, note that when the Wireless Broadband Router is
configured through an Ethernet connection, make sure the host PC must be set on
the IP sub-network that can be accessed by the xDSL/Cable modem. For example,
when the default network address of the xDSL/Cable modem Ethernet interface is
192.168.1.x, then the host PC should be set at 192.168.1.xxx (where xxx is a
number between 2 and 254), and the default subnet mask is 255.255.255.0.

Using the Web Browser

1. Open Internet Explorer 4.0 or above Internet browser.

2. Enter IP address http://192.168.1.1 (the factory-default IP address setting) to the
URL web address location.

Address |&] httpij192.168.1.1

3. When the following dialog box appears, enter the user name and password to
login to the main configuration window, the default username and password is
“admin”,

2lx

et Network Passwor:
@ Please type your uzer name and pazsword

Site: 19216811

Realm ‘wireless LAN Router

User Mame Iadm\n

Passwon d (R

Note: If needed to set a password, then refer to the Main Page Password Setting.

12



Quick Setup

Setup wizard is provided as the part of the web configuration utility. User can

simply follow the step-by-step process to get the wireless router configuration

ready to run in 6 easy steps by clicking on the “Wizard” button on the function
menu. The following screen will appear. Please click “Next” to continue.

94Mbps 802.11g Wireless Router

Set your new password

Choose your time zane
Set LAN connection and DHCP server

Set internet connection

Set wireless LAN connection
Restart

Step 1: Set up new Password
User can change the password and then click “Next” to continue.

54Mbps 802.11g Wireless Router

'_ Set Password

PaSSWDrd |||-----l|||------f

Yerify Password |||-||||-|||--||||_|'




Step 2: Choose time zone
Select the time zone from the drop down list. Please click “Next” to continue.

54Mbps 802.11g Wireless Bouter

:'Chunse Time Zone

| (GMT-08:00) Pacific Time (US & Canad)

Step 3: Set LAN connection and DHCP server

Set user’s IP address and mask. The default IP is 192.168.1.1. If user likes to enable
DHCP, please click “Enabled”. DHCP enabled is able to automatically assign IP
addresses. Please assign the range of IP addresses in the fields of “Range start” and
“Range end”. Please click “Next” to continue.

54Mbps 802.11g Wireless Bouter

Set LAN & DHCP Server

LAN [P Address | [192.168.1.211

LAMN Subnet Mask |255.255.255.EI

DHCP Server | Enable @ Disable
Range Start | [192.168.1.100

Range End |1E|21EE‘11E|E|
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Step 4: Set Internet connection

Select how the router will set up the Internet connection: Obtained IP automatically;
Fixed IP address; PPPoOE to obtain IP automatically; PPPoE with a fixed IP address;
PPTP; L2TP.

Obtain IP automatically (DHCP client):

If user has enabled DHCP server, choose "Obtain IP automatically (DHCP client)"
to have the router assign IP addresses automatically.

o4Mbps 802.171g Wireless Router

& Obtain IP autamatically (DHCP client)
" Fixed P address

" PPPoE to obtain IP automatically

" PPPaE with a fixed |P address “

Fixed IP Address:

% Fixed IP address

" PPPaE ta obtain IP autamatically
B PPPoE with a fixed IP address -
~ C PPTP

© L2TF




If the Internet Service Providers assign a fixed IP address, choose this option and
enter the assigned IP address, subnet mask, gateway IP and DNS IP addresses for
your Broadband Router.

24Mbps 802:11g Wireless Bouter

Set IP Address

WA [P Address
Wifhh Subnet Mask

WAN Gateway Address
DMNS Server Address 1

OMS Server Addrasg 2
DMNE Server Address 3

16



PPPOE to obtain IP automatically:

If connected to the Internet using a PPPoE (Dial-up xDSL) Modem, the ISP will
provide a Password and User Name, and then the ISP uses PPPoE. Choose this
option and enter the required information.

54Mbps 802.11g Wireless Bouter

Select Internet Connection Type

~ Obtain IP automatically (OHCP client)
" Fixed IP address

FFFoE to abtain [P automatically
~ PPPoE with a fixed IP address

PRTP

Llser Mame |

F'EISSWDrd |-------------------------=

Yerify Pasgword ||||-||-|||||-------------5
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PPPoE with a fixed IP address:

If connected to the Internet using a PPPoE (Dial-up xDSL) Modem, the ISP will
provide a Password, User Name and a Fixed IP Address, choose this option and
enter the required information.

54Mbps 802.11g Wireless Router

_. Select Internet Connection Type

- Obtain IP automatically (DHCP client)
" Fixed |P address

FPFoE to obtain IP automatically
" PPPoE with a fixed IP address

54Mbps 802.11g Wireless Bouter

Set PPPoe with a fixed IP Address

Iser Mame |

Fassward |lllllllllllllllllllllllll’

Yerify Password |lllllllllllllllllllllllllf § 2

IP Address

18



PPTP:

If connected to the Internet using a (PPTP) xDSL Modem, enter the your IP
Address, Subnet Mask, Gateway, Server IP, PPTP Account and PPTP Password,
Your Subnet Mask required by your ISP in the appropriate fields. If your ISP has
provided you with a Connection ID, enter it in the Connection ID field, otherwise,
leave it zero.

54Mbps 802.11g Wireless Router

elect Internet Connection Type

Obtain IP automatically (DHCP client)
Fixed IP address

FPFokE to obtain IP automatically
PPPoE with a fixed IP address

54Mbps 802.11g Wireless Router

_ Set PPTP Client
Myl pooo
Subriet Mask  [0.0.0.0 '
Gatewaﬂ |III.IZI.E|.EI
DNs | 0000
Server IF'IName| |
PPTP Account | |

PPTP Password |lIllllllllllllllllllll.l. _E

Retype Password | -iIlillillilliiliillillill .

< Backf Next > b Exit e
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L2TP:

If connected to the Internet using a (L2TP) xDSL Modem, enter the your IP
Address, Subnet Mask, Gateway, Server IP, L2TP Account and L2TP Password,
Your Subnet Mask required by your ISP in the appropriate fields. If your ISP has
provided you with a Connection ID, enter it in the Connection ID field, otherwise,
leave it zero.

54Mbps 802.91g Wireless BRouter

- € Obtain IP automatically (DHCF client)
- O Fixed IP address
~ " PPPGoE to obtain IP automatically
~ ' PPPoE with a fixed IP address R
¢ PPTP

54Mbps 802.11g Wireless Bouter

Set L2TP Client
My 1P [0.0.00 __

=ubnet Mask  |0.0.0.0
Gatewaﬂ unooo

pns | 000
SewerlF’IName| |
L2TP Account |

A

L2TF Password |------------------------- | 1

Retype Password |-------------------------

e < Sk Net> | Exi [




Step 5: Set Wireless LAN connection

Click “Enable” to enable wireless LAN. If user enables the wireless LAN, type the
SSID in the text box and select a communications channel. The SSID and channel
must be the same as wireless devices attempting communication to the router.

24Mbps 802.179g Wireless Router
Set Wirele; LAN Connection
Yireless LAN I __F Enable © Dizsable
SSID | [defaul

Channel‘ |E ;.r.]

==

Step 6: Restart

The Setup wizard is now completed. The new settings will be effective after the
Wireless router restarted. Please click “Restart” to reboot the router. If user does
not want to make any changes, please click “Exit” to quit without any changes.
User also can go back to modify the setting by clicking “Back”.
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o24Mbps 802:11g Wireless Bouter

Setup Completed

Click "Restatt” button to save the settings and restart Wireless |
Fouter. '
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Advance Setup

2.1 LAN Setting

The screen enables user to configure the LAN & DHCP Server, set WAN
parameters, create Administrator and User passwords, and set the local time, time
zone, and dynamic DNS.

2.1.1 LAN & DHCP Server

This page leads to set LAN and DHCP properties, such as the host name, IP address,
subnet mask, and domain name. LAN and DHCP profiles are listed in the DHCP
table at the bottom of the screen.

X TRENDSET | TEW-432B0P | Main | LAN & DHCP Server - Micresolt Internek Esplorer =] x
O Gl Hew P Dok beb | &
ol . A z"_ o ___.'. A 5
Qe - - (%] 3] (| e srreems 8|00 05 W - JE B _
Babdress [ etpalfise. 60,011 = Eoe |uns ® S snagn gy
=]

@ TRENDNET 54Mbps 802.11g Wireless Router

TEW-31328BRP

LAN & DHCF Server

Host Hame |IIIIZ-' 11g WWirales:s Broadband Fou

I Addvess |192.168.1.1
Submet Mask |255.265 285.0

OHEP Sandel = Enstded T Disabled

DHCP Lases Time |1 Howe 1-|

Start IP [192.168.1.100
Enad I [192.168.1.199

Mromaln Hame |

Concel | Apaly |

IP Addiess MALC Address
152 1681100 0012304 S
192 1601100 Ok A0 =Bl

El

BT o192 162,11l Pam TR T e ikeet

Host Name: Type the host name in the text box. The host name is required by some
ISPs. The default host name is "AP-Router."

IP Address: This is the IP address of the router. The default IP address is
192.168.1.1.

Subnet Mask: Type the subnet mask for the router in the text box. The default
subnet mask is 255.255.255.0.

DHCP Server: Enables the DHCP server to allow the router to automatically assign
IP addresses to devices connecting to the LAN. DHCP is enabled by default.
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All DHCP client computers are listed in the table at the bottom of the screen,
providing the host name, IP address, and MAC address of the client.

Start IP: Type an IP address to serve as the start of the IP range that DHCP will use
to assign IP addresses to all LAN devices connected to the router.

End IP: Type an IP address to serve as the end of the IP range that DHCP will use
to assign IP addresses to all LAN devices connected to the router.

Domain Name: Type the local domain name of the network in the text box. This
item is optional.

2.1.2 WAN

This screen enables user to set up the router WAN connection, specify the IP
address for the WAN, add DNS numbers, and enter the MAC address.

a TRENDMET | TEW-432BRP | Advanced Setting - Microsoft Internet Explorer - |EI|5|
File Edit Yiew Favorites Tools Help | #’
@Back - O - @ @ \J_’:j ‘pSearch *Favorites @‘ Bv .,}:_ﬁ\;, Iﬂ—l - |_J ﬂ _‘ﬂ
Adress [€] https/152.166. 1.1 /wan_dhep.htm B> = |Links ”|®Snaglt S
=l
@ TRENDNET 54Mbps 802.11g Wireless Router
TEW-432BRP
o wAN T
= LAN & DHCP Server
- WAN Connection Type |DHCP Client or Fixed IPj
2 LR & Ohbtain IP Autoratically
= Time
) " Specify IP IP Address ID.D.D.D
= Dynamic DNS WAN IP
Subnet Mask ID.D.D.EI
Wireless
—— Default Gateway ID.D.D.EI
Status
_— DNS 1 ID.D.D.D
_Routing DNS 2 [00.00
Access DNS 3 ID.D.D.D
oo -fos |08 |25
Management MAC Address I I I I
[ Clone MAC Address
Tools
Wizard Cancel | Applyl
Copyright £-2005-TRENDret-AlFRights Reserved.
|
[&] Done l_l_’_’_’_|° Inkernet -

Connection Type: Select the connection type, either DHCP client, Fixed IP or
PPPoE, PPTP or L2TP from the drop-down list.

WAN IP: Select whether user wants to specify an IP address manually, or want
DHCP to obtain an IP address automatically. When Specify IP is selected, type the
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IP address, subnet mask, and default gateway in the text boxes. User’s ISP will
provide with this information.

DNS 1/2/3: Type up to three DNS numbers in the text boxes. User’s ISP will
provide with this information.

MAC Address: If required by user’s ISP, type the MAC address of the router WAN
interface in this field.

DNS 1/2/3: Type up to three DNS numbers in the text boxes. User’s ISP will
provide with this information.

2.1.3 Password
This screen enables user to set administrative and user passwords. These passwords
are used to gain access to the router interface.

=10] x|
File Edit ‘iew Favorites Tools  Help | #
eBack e @ @ /:j‘pSearch ‘L\{Favontes @‘ @ I_] D ﬁ 3
Address [{&] http:/192.168 .1, 1jpassword htm T B [Links | & snagtt |

54Mbps 802.11g Wireless Router
@ TRENDNET g Wireless Router

Main —
—— B Password HELP
= LAN & DHCP Server

« WAN Administrator (The login name is "admin®)

* Buzzword New Password I-u-uuuuuuu

= Time
« Dynamic DNS Confirm Password I-u-uuuuuuu

Wireless User (The login name is "user")

New Password I................u
Status

Confirm Password I................u

Routing
Access Ml Spily
Management

Tools

Wizard

Eopyright E-2005-THENDnet-AlFRights-Heserved: ZI
€ LT e meernet /
Administrator: Type the password the Administrator will use to log in to the system.

The password must be typed again for confirmation.

25



2.1.4 Time

This screen enables user to set the time and date for the router's real-time clock,
select properly time zone, and enable or disable daylight saving.

a TREMDNET | TEW-432BRP | Main | Time - Microsoft Internet Explorer - |EI|5|
File Edit ‘ew Favorites Tools  Help | ;?
eBack - e - @ @ \{h /OSearch MFavorltes @‘ @v =1 @ - ﬁ .'ﬂ

Address @http:,f,f192.168.1.1ftools_time.htm| B> = |Links ? | & snadlt |2

-

@ TRENDNET 54Mbps 802.11g Wireless Router

TEW-432BRP

Main

Time
= LAN & DHCP Server
- WAN Local Time Apr01/2002 00:05:14

= Password Time Zone |(GMT—DB:DD) Facific Time (US & Canada)

* Time NTP server I

= Dynamic DNS
Year [2002 ] woth [Apr 7] Day [01 7]

Wireless Set the time .
— Hour |00 = MinuteIUE vl Secgnd|14 'I SetTime |

Status ey
M Daylight " Enabled © Disabled

F!nuting Saving StaﬂlJﬂ” jlm = EndIJﬂn j|m =

Access

e —

WL Concel | oy |
Tools

Wizard

Copyright © 2005 TRENDne: All Righta Peserved
€] hetps /192,168 1, 1tools_time. html 0 [ e meernet

Local Time: Displays the local time and date.

Time Zone: Select the time zone from the drop-down list.

Daylight Saving: Enables user to enable or disable daylight saving time. When
enabled, select the start and end date for daylight saving time.

a L
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2.1.5 Dynamic DNS
This screen enables user to configure the Dynamic DNS settings.

3 TRENDNET | TEW-432BRP | Main | Dynamic DNS - Microsoft Internet Explorer

File Edit iew Favorites Tools  Help

Qe - © - 1) (2] (] Dsown Jgroons @] - o - )L B

Address |@ httpe /192, 168. 1. 1flan_dynamic.htm | Go ‘Links ED

e Snaglt E"

| »

@ TRENDNET S54Mbps 802.11g Wireless Router

TEW-432BRP

LY ET .
Dynamic DNS
* LAN & DHCP Server

. WAN DDNS ¢ Enabled © Disabled

* Password Server Address IDynDns.Drg 'l

= Time

* Dynamic DNS

Host Name I

User Name |
Wireless

Password |
Status

W Cancel | Applyl

Access

Management

Tools

Wizard

Copyright © 2005 THENDne: Al Bights Beserved.

=] LT (4 mkemet

a L

Select enabled option and enter the Hose Name, User Name, and Password
information from your Dynamic DNS account and click Apply to save the
settings.
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2.2 Wireless

This section enables user to set wireless communications parameters for the router's
wireless LAN feature.

2.2.1 Basic

This page allow user to enable and disable the wireless LAN function, create a
SSID, and select the channel for wireless communications.

-10/x]
| &

3 TRENDNET | TEW-432BRP | Wireless | Basic - Microsoft Internet Explorer

Eile Edit Wiew Favorites Tools Help

eBack - ) - @ @ \(:j‘p5earch ‘il‘g’Favorites .®| 8- & w - JE S

Address [ &] http://192.168.1.1fw_basic.htm = Go ‘Links =

@ Snaglt g‘

-

54Mbps 802.11g Wireless Router
@ TRENDNET s Router

Main .
Basic

| Wireless | Wireless Radio & Enabled ¢ Disabled
= Basic

: SSID [cefault
= Security

- Advanced Channel IE 'I {Domain: unknow )

TR .. | ooy |

Routing

Access
Management
Tools

Wizard

Gopyright & 2005 THENDnet Al Rights Heserved.

[ T T T e mtemet
Enable/Disable: Enables and disables wireless LAN via the router.
SSID: Type an SSID in the text box. The SSID of any wireless device must match
the SSID typed here in order for the wireless device to access the LAN and WAN
via the router.

Channel: Select a transmission channel for wireless communications. The channel
of any wireless device must match the channel selected here in order for the
wireless device to access the LAN and WAN via the router.

| KN
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2.2.2 Security

This screen enables user to set authentication type for secure wireless
communications. Open System allows public access to the router via wireless
communications. Shared Key requires the user to set a WEP key to exchange data
with other wireless clients that have the same WEP key. This router also supports
WPA and WPA-PSK.

<} TRENDNET | TEW-432BRP | Wireless | WEP - Microsoft Internet Explorer 1Ol x|

File Edit ‘ew Favorites Tools  Help | #
- - Y - -

Q- © - [¥) B (o] et Fgreotme @3- - B

Addvess [&] htt:(1192.166.1.1jh_wirsless bl A= = |Links ”‘@Snaglt 55

-

@ TRENDNET 54Mbps 802.11g Wireless Router

TEW-432BRP

EEREFEE Authentication Type

= Basic
= Security
= Advanced

" — WEP Key [g4bit =]

Key1 @ [ooooooooon
Key2 o [ooooooooon
= i © fooooomoon |
“WERsgEmER = keyd c [oooooooono

Tools

Routing

Access

Wizard Cancel | Apply | Clear |

opyright E-2005 THENDnet-All Rights Heserved: ;I

|&] pore - [ [ [ [ [ [« mntermnet v
Authentication Type: The authentication type default is set to Disable.

There are three options: WEP, WPA and WPA-PKS.
WEP Type: Open System or Shared Key
WEP: Enable or Disabled. This is to make WEP enabled or disabled.
Mode: Select the key mode in ASCII or HEX

WEP Key: Select the level of encryption from the drop-down list. The router
supports, 64- and 128-bit encryption.

Key 1 ~ Key 4: Enables user to create an encryption scheme for Wireless LAN
transmissions. Manually enter a set of values for each key. Select a key to use by
clicking the radio button next to the key. Click “Clear” to erase key values.
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If WPA is selected, the below screen is shown. Please set the length of the
encryption key and the parameters for the RADIUS server.

3 TRENDMET | TEW-43Z2BRP | Wireless | WEP - Microsoft Internet Explorer - |Elli|

File Edit Wiew Faworites Tools  Help | #
‘ T beorites 4 0

eBack - @ - @ @ \{;j pSearch NFavontes @‘ @- (=] @ - D ﬁ .'ﬁ

Address | &] http:j{192.168.1. 1/h_wireless himl = G0 |Links »| & snaglt 2

@ TREI'IDI'IET 54Mbps 802.11g Wireless Router

TEW-432ERP

LY ET .
Security

Wireless Authentication Type |{fi{xa

= Basic

= Security

= Advanced P IU.U.U.U

802.1X

Status RADIUS Part |1812

- Server 1
Routing Shared Secret |

- 802.1X IP ID.D.D.D
RADIUS I—
Server 2 o

(Optional) o o) secret I

Cipher Type & TKIP ¢ AES

Management

Tools

Wizard Cancel | Applyl Clearl

g K

[&] bore l_ l_ l_ I_ I_ |4 mternet

RADIUS Server:
1. Enter the IP address of and the Port used by the Primary Radius Server
Enter the Shared Secret, which is used by the Radius Server.

2. Enter the IP address of, Port and Shared Secret used by the Secondary Radius
Server.
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